.../…/…… tarihinde bilgi güvenliği ekibi tarafından yapılan incelemelerde sistem bilgi güvenliği şu yollarla sağlanmaktadır;

|  |  |  |  |
| --- | --- | --- | --- |
| S/N | YAPILAN İŞLEMİN ADI | EVET | HAYIR |
| **1** | İnternet protokolü denetimi, iç ve dış bağlantı erişim denetimi FORTİGATE 600D tarafından yapılmalıdır. |  |  |
| **2** | İnternet casus yazılım sızıntı ve virüs programlarının engellenmesinde ESET ENDPOİNT ANTIVIRUS PROGRAMI VE REMOTE ADMINISTRATIR ESET CONSOLE tarafından kontrol edilmelidir. |  |  |
| **3** | HBYS kullanıcılarının erişim, şifre ve kısıtlama gibi kullanıcı bazındaki işlemler DUCZEDİSDC adlı sunucuda yüklü olan GROUP POLİCY MANAGEMENT CONSOLE tarafından kontrol edilmelidir. |  |  |
| **4** | Ağ sistemine dahil domain grubundaki tüm pc’lerin kontrolü DUCZEDİSDC adlı sunucuda yüklü olan ACTIVE DIRECTORY tarafından kontrol edilmelidir. |  |  |

|  |  |
| --- | --- |
|  **EKİP BAŞKANI** | **EKİP BAŞKAN YRD**. |
|  |  |
| **ÜYE** | **ÜYE** |
|  |  |

|  |  |  |
| --- | --- | --- |
| **Hazırlayan Kalite Birim Sorumlusu** | **Kontrol Eden Kalite Yönetim Direktörü** | **Onaylayan Dekan** |